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1
METHODS AND APPARATUS FOR
IDENTIFYING BROWSER USE ON A MOBILE
DEVICE

FIELD OF INVENTION

This invention relates to methods and apparatus for safely
and unobtrusively identifying prior browsing patterns on a
mobile device. More particularly, the present invention
relates to utilizing an identifiable version of a graphical user
interface and linking the identifiable graphical user interface
to prior browsing.

BACKGROUND

Traditionally, tracing of visitor access to a website is
accomplished via a browser creating small files of text
descriptive of user browsing behavior and stored the fileon a
personal computer. The small file, sometimes referred to as a
“cookie” or an “HTTP cookie”, “web cookie”, or “browser
cookie”. A browser checks for the cookie and if a cookie
associated with a particular website is found on the personal
computer, the cookie is sent to a website when a user requests
that a website be accessed by the browser.

Typically, a cookie reports to the website “state” informa-
tion based upon previous browser activity. State information
may include almost any activity engaged by the user. Com-
mon aspects of state activity include items placed in shopping
cart, or areas of previous interest.

Tracking cookies create references of a user’s browsing
history and aid a website to present content pertinent to the
user. Cookies are also utilized to remember passwords for
users and remember input a user has previously entered, such
as a credit card number or an address.

When a user accesses a website with a cookie function the
website may check for a cookie resident on the user’s PC. If
not cookie is found the website sends a cookie to the user’s PC
and the browser stores the cookie with the browser files in the
PC. Subsequently, when the PC is used to access the same
website, the website will recognize the PC because of the
stored cookie with the user’s information.

Mobile communication products, such as cellular tele-
phone or a tablet may not receive and store racking cookies as
readily as personal computers. This has created a dilemma
since websites often rely on tracking cookie technology to
offer full functionality on their website.

SUMMARY

Accordingly, the present invention provides methods and
apparatus to identify a mobile device and associated web
browsing activity from the mobile device and therefore, over-
comes the disadvantages of prior art as briefly described
above.

A system of one or more computers can be configured to
perform particular operations or actions by virtue of having
software, firmware, hardware, or a combination of them
installed on the system that in operation causes or cause the
system to perform the actions. One or more computer pro-
grams can be configured to perform particular operations or
actions by virtue of including instructions that, when
executed by data processing apparatus, cause the apparatus to
perform the actions.

One general aspect includes a computing apparatus, such
as a mobile device, capable of facilitating communication
between a content provider and user, wherein the computing
apparatus includes: a communications network access device
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for accessing a server in logical communication with a com-
munications network; and executable software stored on the
communications network access device and executable on
demand. As discussed further below, the communications
network access device may include a mobile device, such as
a phone or a tablet capable of accessing a content provider
server via the Internet or other communications network.
Access may be accomplished via a cellular network, or a WiFi
connection to an Internet Protocol based network.

The computing apparatus also enables the receipt of a
unique Graphical User Interface (“GUI”) including identifi-
cation information, such as an identification tag. Aspects of
the invention also include transmitting a stored version of the
GUI including the identification tag to an external server.
Computing methods included in the present invention also
includes receiving profile information from the external
server, where the profile information is associated with the
transmitted identification information.

The methods also include presenting the profile informa-
tion to an interested party, such as a website content provider.
The computing also includes prompting the interested party
to take one or more actions based upon to the presented profile
information. The computing also includes transmitting a
URL based upon the presented profile information.

Other examples of this aspect include corresponding com-
puter systems, apparatus, and computer programs recorded
on one or more computer storage devices, each configured to
perform the actions of the methods.

Implementations may include one or more ofthe following
features. Implementations may include the apparatus where
the identification information is logically embedded in a GUI
or other URL content configured to be placed on or within
website content. Implementations may include the apparatus
where the content further includes a tag configured to wire-
lessly transmit the identification information from a mobile
network access device. Implementations may include the
computing apparatus where the communications mobile net-
work access device is further caused to transmit a most recent
version of a website downloaded to the mobile device. Imple-
mentations may include the computing apparatus where the
identification information is logically embedded in areadable
code portion of the website content. Implementations may
include the computing apparatus where the communications
network access device is further caused to notify the website
or URL provider of a receipt of the identification information
included in the website content.

In some aspects of the present invention, a computing
apparatus includes a computer server that is designed and
built to provide custom web page content to a communica-
tions network access device designed and built to access the
server via logical communication over a communications
network. A network access device may include, by way of
non-limiting example, a cellular device such as a smart phone
or tablet. Popular devices include an Android™ phone or
tablet or an Apple™ iPhone or iPad. In some embodiments,
executable software is stored on the communications network
access device and executable on demand, wherein the soft-
ware is operative with the communications network access
device to cause the network access device to receive identifi-
cation information associated with a first web page content
and store the identification information with the first web
page content on the network access device.

The network access device may transmit the identification
information to the server and receive a second webpage con-
tent based upon one or both of the transmitted identification
information and the first web page content. In some embodi-
ments, the identification information may be logically
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embedded in the first web page content. The identification
information may include a Token.

In another aspect, the network access device may be in
logical communication with a cellular network or a WiFi
network. In some particular examples, the identification
information may be associated with a unique uniform
resource locator.

In still another aspect identification information may be
associated with a profile including one or more user interests
and the second web page content is associated with the one or
more user interests of the profile.

Methods may additionally include the steps of: presenting
a website content associated with a Uniform Resource Loca-
tor (“URL”) to an operator of a mobile computing device,
wherein the presenting of the data stream includes a unique
identifier of a user associated with the mobile computing
device. The website content may include an interest prompt
and a contact information data segment; and collecting a user
response from the operator of the computing device; trans-
mitting a data stream to another computing device, where the
application software operating on the other computing device
may process the data stream; and communicate additional
content based upon the information in the data stream.

The method may include examples wherein an identifica-
tion device includes an image, a number, an alphanumeric
value, a hash tag, a barcode, universally unique identifier, a
code based upon time date and location, a code based upon a
type of user device or other mechanism. An example may
include the method where the image includes a logo associ-
ated with a modified logo. Implementations of the described
techniques may include hardware, a method or process, or
computer software on a computer-accessible medium.

One general aspect includes a computer apparatus for
tracking prior activity by a network access device, where the
computing apparatus includes: a computer server in logical
communication with a communications network; and execut-
able software stored on the server and executable on demand,
the software operative with the server to cause the server to:
receive identification information associated with a first web
page content; access user profile associated with the identifi-
cation information; generate a second webpage content base
upon the identification information and the first web page
content; and transmit the second webpage content to the
network access device associated with the identification
information and the first web page content. Other embodi-
ments of this aspect include corresponding computer sys-
tems, apparatus, and computer programs recorded on one or
more computer storage devices, each configured to perform
the actions of the methods.

The details of one or more examples of the invention are set
forth in the accompanying drawings and the description
below. The accompanying drawings that are incorporated in
and constitute a part of this specification, illustrate several
examples of the invention and, together with the description,
serve to explain the principles of the invention: Other fea-
tures, objects, and advantages of the invention will be appar-
ent from the description, drawings and the claims herein.

DESCRIPTION OF THE DRAWINGS

The foregoing and other features and advantages of the
invention will be apparent from the following, more particu-
lar description of preferred examples of the invention, as
illustrated in the accompanying drawings.

FIG. 1 illustrates an exemplary embodiment of a block
diagram of components that may be involved in some imple-
mentations of the present invention.
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FIG. 2 illustrates a mobile apparatus with a graphical user
interface including a unique identifier.

FIG. 3 illustrates an exemplary custom content transmitted
to a user’s mobile device.

FIG. 4 illustrates an exemplary system for method steps
that may be included in some implementations of the present
invention.

FIG. 5 illustrates additional method steps that may be
included in some implementations of the present invention.

FIG. 6 illustrates an exemplary processing and interface
system.

FIG. 7 illustrates exemplary controller that may be utilized
in some implementations of the present invention.

DETAILED DESCRIPTION

The present invention relates generally to identifying a
User with one or both of previous web content presented to
the User and actions taken by the User while browsing a
website, URL or other network accessible resource. In gen-
eral, the present invention creates a customized GUI when a
User accesses a website. A network access device, such as a
mobile phone or tablet or a personal computer used by the
User to access the website will typically store a version of the
website on the network access device and when the User
subsequently accesses the website, the website content pro-
vider will compare the version of the website stored on the
network access device with a current version of the content on
a website and only transmit those portions that have changed
since the version on the network access device was last stored.

By creating a customized GUI specific to the User, the User
stores a version of the website GUI specific to the User. When
the User subsequently accesses the website and presents a last
ofthe website stored on the User Network Access Device that
is specific to the User, the website is able to ascertain content
previously accessed by the User and actions previously taken
by the User. In essence, the stored version of the website GUI
acts not only to limit an amount of data needed to be download
to view the website on a subsequent visit, but also to identify
the User.

Glossary
As used herein the following terms will have the following
associated meaning:

Token (sometime referred to as a “Tag”): as used herein refers
to an identifier included in content downloaded to a user’s
network access device. Examples of a Token include, but are
not limited to: a number, an alphanumeric value, a hash mark,
a symbol, a pattern embedded in a logo, a UUID, a bar code
or other device for conveying data.

Logo: as used herein refers to an image that indicates an
identification of a good, service or legal entity. As used herein
a logo image may further include a unique identification
device.

User: as used herein refers to an individual, company, or
group that operate a network access device, such as a mobile
cellular device or a personal computer, to access a resource on
the Internet.

Referring now to FIG. 1, a block diagram of some exem-
plary implementations of the present invention is illustrated.
A web content server 101 provides content that may be
accessed via a uniform resource locator URL or other
resource location device, such as, for example an IP Address.
The web content server 101 provides digital data that is func-
tional with a network access device, such as a smart phone,
tablet or other cellular device, to generate a graphical user
interface. According to the present invention, the web content
server 101 provides a GUI with at least some portion of the
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GUI unique to a particular network access device 104. The
Web Content Server 101 may include software that may be
executed to builds a URL with a token or tag built into the
URL.

An Action Tracking Server 102 tracks actions taken by a
user via the network access device 104 and stores a record of
actions taken. A User Profile Server 103 is functional to
maintain records including information associated with a
User. The User Profile Server 103 may store records of what
website were accessed by the Network Access Device 104
associated with the use, and actions, such as those tracked by
action Tracking Server 102. The User Profile Server may also
maintain records of information indicating one or more of: a
geolocation from which a User accesses a Web Content
Server 101; atime of day that the User access the Web Content
Server 101; atype of device used as a Network Access Device
104; an operating system used on the Network Access Device
104; previous advertisements viewed; previous actions; pre-
vious pages visited; previous products for which information
was queried; if and when an ad was closed; how far in a
progression of ad steps a User progressed; what IP addresses
as associated with the network access device; locations of
various IP addresses associated with a same network access
device; and other information that may be used to help ascer-
tain what a Use has done and may do in the future.

In another aspect, although the present invention does not
require the use of cookies, in some implementations, the
present invention may track the content of cookies and store
the content of cookies in a User Profile. The User Profile may
be tracked to a Network Access device and to IP addresses. In
this manner, some of the benefit of a cookie may be main-
tained in a place other than the User’s storage medium,
wherein the User’s storage medium may include as the User’s
hard drive and the place other than the User’s hard drive may
include a User Profile Server 103. According to the present
invention, the User Profile Server 103 may be accessed by a
Web Content Provider and the Web Content Server 101 in
determining content to be provided to a specific user.

Accordingly, by storing the content of cookies in a User
Profile 106 on a User Profile Server 103, a Web Content
Server 101 may be able to benefit from the data included in the
cookie, even if the cookie is subsequently destroyed or made
inaccessible on the User’s network Access Device 104.

Referring now to FIG. 2, an example of a GUI 201 pre-
sented on a mobile device 200 is illustrated. In some
examples, as shown in FIG. 2, the GUI 201 may comprise an
image 202 and a separate identification code, such as a Token
203. The Token 203 may be identifiable by a human or incor-
porated into code used to present the GUI to the User. Alter-
natively, aweb content provider may utilize their own mark as
a base image for the Token 203 or other identification device.
As such, a mark associated with a User may be altered in
subtle ways that may embed the Token 203 into a compre-
hensive webpage GUIL

A GUI 201 including content viewable on the website is
presented and stored on the mobile device 200. Included in
the website content is the Token 203 or other unique identifier.

Referring now to FIG. 3, an exemplary tablet 301 and GUI
302 specific to a User are illustrated. As presented, a user
profile may be accessed to determine what may interest the
User based upon previous browsing habits and website con-
tent accessed, as well as demographics and geopolitical data
associated with an area from an IP address stored in a user
profile. The User profile may be used to one or both of:
generate custom content 303 and send custom content 303 to
the User based upon information contained in the User Pro-
file.
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Referring now to FIG. 4, some exemplary method steps
that may be executed in some implementations of the present
invention. At 401, a server may receive a request for web page
content. The request may be received in various formats, such
as, for example a URL entered into a browser.

At 402 the server may additionally receive content of a
previously loaded web page from a network access device
used to make the request for web page content.

At 403 it is determined if the content from the previously
loaded web page includes a Token or other identifier. If the
content does include a Token, then at 404 the server receives
the Token information.

At 405, the server will access a User Profile stored on a
server accessible to the web page content server. At 406 the
webpage content server will generate content based upon one
or both of the User Profile and the web page previously
viewed. At 407, the generated web page content is transmitted
to the User via the network access device operated by the
User.

At 408, if a Token is not received from the User via a
previous version of the URL content stored on the network
access device, the server may generate webpage content
based upon a most recent version of the web page and include
in the generated content a new token.

At 409 a new User Profile may be generated and the new
token may be associated with the User and the new User
Profile. At 410, User information may be tracked. The User
information may include one more of user actions, an IP
address associated with the network access device used by the
User, a geo location of the User, a time of day, a length of time
online, a number of pages visited, an operating system used
by the user, a length of time spent on various web pages, and
any other information useful to better understand the User.

At 411 the User Profile may be updated with the tracked
user information.

Referring now to FIG. 5, method steps are illustrated that
may be implemented in some embodiments of the present
invention. At 501 a server may receive a Token and an IP
address associated with a User. At 502 it may be determined
if the Token is associated with other IP addresses. If the Token
is associated with other IP Addresses, at 503 the user Profile
may be updated to include each IP address associated with the
Token. At 504, the IP address may also be associated with an
IP Address owner and at 506 the User may be associated with
other users accessing the same web site via the same IP
address or accessing other web pages via a same IP Address.
At 507 User activity may be logged.

Referring now to FIG. 6, an exemplary processing and
interface system 600 is illustrated. In some aspects, access
devices, such as a network access device 605, a mobile net-
work access device 615 or laptop computer network access
device 610 may be able to communicate with an external
server 625 though a communications network 620. The exter-
nal server 625 may be in logical communication with a data-
base 626, which may comprise data related to identification
information and associated profile information. In some
examples, the external server 625 may be in logical commu-
nication with an additional server 630, which may comprise
supplemental processing capabilities.

In some aspects, the external server 625 and access devices
may be able to communicate with a cohost server 640 through
a communications network 620. The cohost server 640 may
be in logical communication with an internal network 645
comprising network access devices 641, 642, 643 and a local
area network 644. For example, the cohost server 640 may
comprise a payment service, such as PayPal or a social net-
work, such as Facebook or a dating website.
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Referring now to FIG. 7, an illustration is provided with a
controller 700 that may be embodied in one or more of com-
munications accessible devices and utilized to implement
some embodiments of the present disclosure. Communica-
tions accessible devices may include, by way of example, a
hand held device such as a cellular phone, a pad device, a
personal computer, a server, a personal digital assistant, an
electronic reader device or other programmable device.

The controller 700 comprises a processor 710, which may
include one or more processors, coupled to a communication
device 720 configured to communicate via a communication
network, such as the Internet, or another cellular based net-
work such as a 3G or 4G network (not shown in FIG. 7). The
communication device 720 may be used to communicate with
a digital communications network, such as, for example, the
Internet available via the Internet Protocol, or a cellular net-
work such as 3G or 4G.

The processor 710 is also in communication with a storage
device 730. The storage device 730 may comprise any appro-
priate information storage device, including combinations of
electronic storage devices, such as, for example, one or more
of: hard disk drives, optical storage devices, and semiconduc-
tor memory devices such as Random Access Memory (RAM)
devices and Read Only Memory (ROM) devices.

The storage device 730 can store a program 740 for con-
trolling the processor 710. The processor 710 performs
instructions of the program 740, and thereby operates in
accordance with the present disclosure. The processor 710
may also cause the communication device 720 to transmit
information, including, in some instances, control commands
to operate apparatus to implement the processes described
above. The storage device 730 can additionally store related
data in a database 730A and database 730B, as needed.

A number of examples of the present invention have been
described. While this specification contains many specific
implementation details, there should not be construed as limi-
tations on the scope of any inventions or of what may be
claimed, but rather as descriptions of features specific to
particular examples of the present invention.

Certain features that are described in this specification in
the context of separate examples can also be implemented in
combination in a single embodiment. Conversely, various
features that are described in the context of a single embodi-
ment can also be implemented in combination in multiple
examples separately or in any suitable sub-combination.
Moreover, although features may be described above as act-
ing in certain combinations and even initially claimed as such,
one or more features from a claimed combination may, in
some cases, be excised from the combination, and the claimed
combination may be directed to a sub-combination or varia-
tion of a sub-combination.

Similarly, while operations are depicted in the drawings in
a particular order, this should not be understood as requiring
that such operations be performed in the particular order
shown or in sequential order, or that all illustrated operations
be performed, to achieve desirable results. In certain circum-
stances, multitasking and parallel processing may be advan-
tageous.

Moreover, the separation of various system components in
the examples described above should not be understood as
requiring such separation in all examples, and it should be
understood that the described program components and sys-
tems can generally be integrated together in a single software
product or packaged into multiple software products.

While the invention has been described in conjunction with
specific examples, it is evident that many alternatives, modi-
fications, and variations will be apparent to those skilled in the
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art in light of the foregoing description. Accordingly, this
description is intended to embrace all such alternatives, modi-
fications, and variations as fall within its spirit and scope.
Although shown and described in what is believed to be the
most practical and preferred examples, it may be apparent
that departures from specific designs and methods described
and shown will suggest themselves to those skilled in the art
and may be used without departing from the spirit and scope
of'the invention. The present invention is not restricted to the
particular constructions described and illustrated, but should
be constructed to cohere with all modifications that may fall
within the scope of the appended claims.
What is claimed is:
1. A computing apparatus for tracking prior web page
activity, the computing apparatus comprising:
a communications network interface that accesses a server
in logical communication with a communications net-
work to download a version of web page content, the
downloaded version of the web page content including
unique identification information, wherein a new user
profile is created and associated with the unique identi-
fication information;
memory that stores the downloaded version of the web
page content including the unique identification infor-
mation; and
a processor that executes executable software stored on the
communications network access device, wherein execu-
tion of the software by the processor generates a graphic
user interface (GUI) display based on the downloaded
version of the web page content;
wherein the communications network interface:
transmits the downloaded version of the web page content
including the unique identification information to the
server, wherein the user profile is updated based on
activity associated with the unique identification infor-
mation, and wherein the server determines an IP address
of the transmitted downloaded version of the web page
and updates the user profile with the determined IP
address,
receives a new version of the webpage content in
response to the transmitted unique identification
information and the downloaded version of the web
page content, and

receives custom content based on the updated user pro-
file.

2. The computing apparatus of claim 1, wherein the unique
identification information is logically embedded in the down-
loaded version of the web page content.

3. The computing apparatus of claim 1, wherein the unique
identification information comprises a token.

4. The computing apparatus of claim 1, wherein the unique
identification information is associated with a unique uniform
resource locator.

5. The computing apparatus of claim 1, wherein the unique
identification information is associated with a profile com-
prising one or more user interests.

6. The computing apparatus of claim 5, wherein the second
webpage content is associated with the one or more user
interests comprising the profile.

7. A system for tracking prior web page activity, the system
comprising:

a computer server in logical communication with a com-
munications network that hosts web page content and
one or more user profiles; and

a network access device comprising:

a communications network interface that accesses the
computer server to download a version of the web
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page content, the downloaded version of the webpage
content including unique identification information,
wherein a new user profile is created and associated
with the unique identification information;
memory that stores the downloaded version of the web
page content including the unique identification infor-
mation; and
a processor that executes software stored in memory,
wherein execution of the software by the processor
generates a graphic user interface (GUI) display
based on the downloaded version of the web page
content;
wherein the communications network interface:
transmits the downloaded version of the webpage
content including the unique identification infor-
mation to the computer server, wherein the user
profile is updated based on activity associated with
the unique identification information, and wherein
the server determines an IP address of the transmit-
ted downloaded version of the web page and
updates the user profile with the determined IP
address,
receives from the server a new version of the webpage
content in response to the transmitted unique iden-
tification information and the downloaded version
of the web page content; and
receives custom content based on the updated user
profile.

8. The system of claim 7, wherein the unique identification
information is logically embedded in the first web page con-
tent.

9. The system of claim 7, wherein the unique identification
information comprises a token.

10. The system of claim 7, wherein the unique identifica-
tion information is associated with a unique uniform resource
locator.

11. The system of claim 7, wherein the profile associated
with the identification information comprises one or more
user interests.

12. The system of claim 11, wherein the new version of the
webpage content is associated with the one or more user
interests comprising the profile.

13. A method for tracking prior web page activity, the
method comprising:

accessing a server over a communications network to

download a version of web page content, the down-
loaded version of the web page content including unique
identification information;

storing in memory the downloaded version of the web page

content including the unique identification information;
and

executing software stored in memory, wherein execution of

the software by a processor generates a graphic user
interface (GUI) display based on the downloaded ver-
sion of the web page content;
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transmitting the downloaded version of the web page con-
tent including the unique identification information over
the communications network to the server, wherein the
server determines an IP address of the transmitted down-
loaded version of the web page and updates the user
profile with the determined IP address; and

receiving anew version of the webpage content in response

to the transmitted unique identification information and
the downloaded version of the web page content.

14. The method of claim 13, wherein the unique identifi-
cation information is logically embedded in the downloaded
version of the web page content.

15. The method of claim 13, wherein the unique identifi-
cation information comprises a token.

16. The method of claim 13, wherein the unique identifi-
cation information is associated with a unique uniform
resource locator.

17. The method of claim 13, wherein the profile associated
with the identification information comprises one or more
user interests.

18. The method of claim 17, wherein the new version ofthe
webpage content is associated with the one or more user
interests comprising the profile.

19. A non-transitory computer-readable storage medium,
having embodied thereon a program executable by a proces-
sor to perform a method for tracking prior web page activity,
the method comprising:

accessing a server over a communications network to

download a version of web page content, the down-
loaded version of the web page content including unique
identification information, wherein a user profile is cre-
ated and associated with the unique identification infor-
mation;

storing in memory the downloaded version of the web page

content including the unique identification information;
and

executing software stored in memory, wherein execution of

the software by a processor generates a graphic user
interface (GUI) display based on the downloaded ver-
sion of the web page content;

transmitting the downloaded version of the web page con-

tent including the unique identification information over
the communications network to the server, wherein the
user profile is updated based on activity associated with
the unique identification information, and wherein the
server determines an IP address of the transmitted down-
loaded version of the web page and updates the user
profile with the determined IP address;

receiving anew version of the webpage content in response

to the transmitted unique identification information and
the downloaded version of the web page content; and
receiving custom content based on the updated user
profile.



